The Cybersecurity & Digital Forensics program focuses on computer
hardware, software, networking, cybersecurity, and operating systems.
Students in this program work hands-on managing and securing a
Windows Active Directory Domain infrastructure. Cybersecurity & Digital
Forensics students work with various computer forensics tools used by law

enforcement and government agencies.
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Esports This program is part of MCCC'’s IT Academy, which is the

integration of three career-technical majors including E . E
Cybersecurity & Digital Forensics, Business & Marketing
Technology and Software Engineering & Web Development.
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our Cybersecurity & Digital Forensics program.




